
Privacy Policy 
 
Protecting your private information is our priority. This Statement of Privacy applies to the titaniumrq.net 
and Titanium Software LLC and governs data collection and usage. For the purposes of this Privacy 
Policy, unless otherwise noted, all references to Titanium Software LLC include titaniumrq.net. The 
Titanium Software LLC website is a Questionnaire site. By using the Titanium Software LLC website, 
you consent to the data practices described in this statement. 
 
Collection of your Personal Information 
Titanium Software LLC may collect personally identifiable information, such as your name. If you 
purchase Titanium Software LLC's products and services, we collect billing and credit card information. 
This information is used to complete the purchase transaction. Titanium Software LLC may also collect 
anonymous demographic information, which may or may not be unique to you, such as your age, gender, 
Social Security Number, Date of Birth, and Medical History. We may gather additional personal or 
non-personal information in the future. 
 
Information about your computer hardware and software may be automatically collected by Titanium 
Software LLC. This information can include: your IP address, browser type, domain names, access times 
and referring website addresses. This information is used for the operation of the service, to maintain 
quality of the service, and to provide general statistics regarding use of the Titanium Software LLC 
website. 
 
Titanium Software LLC encourages you to review the privacy statements of websites you choose to link 
to from Titanium Software LLC so that you can understand how those websites collect, use and share 
your information. Titanium Software LLC is not responsible for the privacy or other content on websites 
outside of the Titanium Software LLC website. 
 
Use of your Personal Information 
Titanium Software LLC collects and uses your personal information to operate its website(s) and deliver 
services to you. 
 
Titanium Software LLC may also use your personally identifiable information to inform you of other 
products or services available from Titanium Software LLC and its affiliates. Titanium Software LLC 
may also contact you via surveys to conduct research about your opinion of current services or of 
potential new services that may be offered. 
 
Titanium Software LLC may sell, rent, or lease customer information to third parties for the following 
reasons: For the purpose of improving respiratory health, the information obtained by the respiratory 
questionnaire may be sold to third party administrators without any identifiers.. 
 
Titanium Software LLC may, from time to time, contact you on behalf of external business partners about 
a particular offering that may be of interest to you. In those cases, your unique personally identifiable 
information (e-mail, name, address, telephone number) is transferred to the third party. Titanium Software 



LLC may share data with trusted partners to help perform statistical analysis, send you email or postal 
mail, provide customer support, or perform services. All such third parties are prohibited from using your 
personal information except to provide these services to Titanium Software LLC, and they are required to 
maintain the confidentiality of your information. 
 
Titanium Software LLC may keep track of the websites and pages our users visit within Titanium 
Software LLC, in order to determine what Titanium Software LLC services are the most popular.  This 
data is used to deliver customized content and advertising within Titanium Software LLC to customers 
whose behavior indicates that they are interested in a particular subject area. 
 
Titanium Software LLC will disclose your personal information, without notice, only if required to do so 
by law or in the good faith belief that such action is necessary to: (a) comply with legal process or 
requirements on Titanium Software LLC or the site; (b) protect and defend the rights or property of 
Titanium Software LLC; and, (c) act under exigent circumstances to protect the personal safety of users of 
Titanium Software LLC, or the public. 
 
Security of your Personal Information 
To secure your personal information from unauthorized access, use or disclosure, Titanium Software LLC 
uses the following: 
 
HIPAA Compliant 
 
When personal information (such as a credit card number or protected health information) is transmitted 
to other websites, it is protected through the use of encryption, such as the Secure Sockets Layer (SSL) 
protocol. 
 
Children Under Thirteen 
Titanium Software LLC does not knowingly serve or collect personally identifiable information from 
children under the age of thirteen. If you are under the age of eighteen, you must ask your parent or 
guardian for permission to use this website. 
 
Opt-Out & Unsubscribe 
We respect your privacy and give you an opportunity to opt-out of receiving announcements of certain 
information. Users may opt-out of receiving any or all communications from Titanium Software LLC by 
contacting us here: 
- Email: titaniumrq@titaniumrq.net 
- Phone: (360) 966-6320 
 
Changes to this Statement 
Titanium Software LLC will occasionally update this Statement of Privacy to reflect company and 
customer feedback. Titanium Software LLC encourages you to periodically review this Statement to be 
informed of how Titanium Software LLC is protecting your information. 
 



Contact Information 
Titanium Software LLC welcomes your questions or comments regarding this Statement of Privacy. If 
you believe that Titanium Software LLC has not adhered to this Statement, please contact Titanium 
Software LLC at: 
 
Titanium Software LLC 
4280 Meridian St, Ste 120 
Bellingham, Washington 98226 
 
Email Address: 
titaniumrq@titaniumrq.net 
 
Telephone number: 
360-966-6320 
 
Effective as of January 01, 2017 
 

Notice of Privacy Practices 
 
This notice describes how medical information about you may be used and disclosed and how you can get 
access to this information. Please review it carefully.  We will ask that you sign a consent form once 
every three years acknowledging that we have made this information available to you. 
 
Use and Disclosures of Protected Health Information for Treatment, Payment, and Health Operations 
 
For treatment:  

● Information obtained by a nurse, physician, or other member of our healthcare team will be 
recorded in your medical record and used to help decide what care may be right for you. 

● We may also provide information to others providing you care.  This will help them stay 
informed about your care. 

 
For payment:  

● We request payment from your health insurance plan.  Health plans need information from us 
about your medical care.  Information provided to health plans may include your diagnoses, 
procedures performed, or recommended care.  

 
For healthcare operations:  

● We may use your medical records to assess quality and improve services. 
● We may use and disclose medical records to review the qualifications and performance of our 

healthcare providers and to train our staff. 
● We may contact you to remind you about appointments and give you information about treatment 

alternatives or other health-related benefits and services. 



● We may use and disclose your information to conduct or arrange for services including the 
following: 

○ Medical quality review by your health plan. 
○ Accounting, legal, risk management, and insurance services. 
○ Audit functions, including fraud and abuse detection and compliance programs. 

 
Other Disclosures and Uses of Protected Health Information 
 
Notification of family and others: 

● Unless you object, we may release health information about you to a friend or family member 
who is involved in your medical care.  We may also give information to someone who helps pay 
for your care.  We may tell your family or friends your condition and/or that you are in the 
hospital.  In addition, we may disclose health information about you to assist in disaster relief 
efforts.  You have the right to object to these uses or disclosures of your information.  If you 
object, we will not use or disclose it. 

 
We may use and disclose your protected health information without your authorization as follows: 
 

● To funeral directors/coroners consistent with applicable law to allow them to carry out their 
duties. 

● To the Food and Drug Administration (FDA) relating to problems with food, supplements, and 
products. 

● To comply with worker’s compensation laws in the event that you initiate a worker’s 
compensation claim. 

● For public health and safety purposes as allowed or required by law for the following: 
○ To prevent or reduce a serious, immediate threat to the health or safety of a person or the 

public. 
○ To public health or legal authorities. 
○ To protect public health and safety. 
○ To prevent or control disease, injury, or disability. 
○ To report vital statistics such as births or deaths. 
○ To report suspected abuse or neglect to public authorities. 

● To correctional institutions if you are in jail or prison, as necessary for your health and the health 
and safety of others. 

● For law enforcement purposes such as when we receive a subpoena, court order, or other legal 
process, or you are the victim of a crime. 

● For health and safety oversight activities.  For example, we may share health information with the 
Department of Health.  

● For disaster relief purposes.  For example, we may share health information with disaster relief 
agencies to assist in notification of your condition to family and others.  

● For work-related conditions that could affect employee health.  For example, an employer may 
ask us to assess health risks on a job site. 



● To the military authorities on U.S. and foreign military personnel.  For example, the law may 
require us to provide information necessary to a military mission. 

● In the course of judicial/administrative proceedings at your request, or as directed by a subpoena 
or court order.  

● For specialized government functions.  For example, we may share information for national 
security purposes. 

 
Your Health Information Rights 
 
The health and billing records we create and store are the property of Titanium Software, LLC.  The 
protected health information in it, however, generally belongs to you.  You have a right to the following: 
 

● Receive, read, and ask questions about this notice. 
● Ask us to restrict certain uses and disclosures.  A form is available for this request. While we are 

not required to grant the request, we will comply with any request granted. 
● Request and receive from us a paper copy of the most current Notice of Privacy Practices for 

Protected Health Information (“Notice”). 
● Request that you be allowed a copy of your protected health information.  A form is available for 

this request.  There may be a charge for copied protected health information (see form for 
details). 

● Have us review a denial of access to your health information, except in certain circumstances. 
● Ask us to change your health information.  This request must be received in writing.  You may 

submit a written statement of disagreement if your request is denied.  The statement will be stored 
in your record and included in any release of records. 

● Request a list of disclosures of your health information.  A form is available for this request.  The 
list will not include disclosures to third-party payers.  You may receive this information without 
charge once every twelve months.  We will notify you of the cost involved if you request this 
information more than once in a twelve month period. 

● Ask that your health information be given to you by another means or at another location.  In this 
event, please provide a written request including a signature and date. 

● Cancel prior authorizations to use or disclose health information by providing a written 
revocation.  Your revocation does not affect information that has already been released.  It also 
does not affect any action taken prior to receipt of the revocation.  It may not be possible to 
cancel an authorization furnished to obtain insurance.  

 
Our Responsibility to You 
 
Titanium Software, LLC will do the following: 
 

● Keep your protected health information private. 
● Furnish this Notice. 
● Follow the terms of this Notice. 

 



We have the right to change our practices regarding the protected health information we maintain.  If we 
make changes, we will update the Notice.  You may receive the most recent copy of this Notice either by 
calling and requesting it. 
 
If you have questions, want more information, or want to report a problem about the handling of your 
protected health information, you may contact: 
 
Privacy Officer 
4280 Meridian Ste 120 
Bellingham, WA 98226 
Tel: (360) 933-6320 Fax: (360) 734-2128 
 
If you believe your privacy rights have been violated, you may choose to discuss your concerns with any 
staff member, deliver a written complaint to Titanium Software, LLC’s Privacy Officer, or file a 
complaint with the U.S. Secretary of Health and Human Services.  Titanium Software, LLC respects your 
right to file a complaint with us or with the U.S. Secretary of Health and Human Services.  If you 
complain, there will be no retaliation.  
 
Uses and disclosures not in this Notice will be made only as allowed or required by law or with your 
written authorization. 
 
Effective January 1, 2017 
 
 
 
 


